SUBJECT:  Authentication and Hearsay

I commend a recent case to your reading:  United States v. Harris, 53 MJ 514 (N. M. Ct. Crim. App. 2000).  The case adopts the "silent witness" theory for authenticating photographs/videotapes.  (Although this is a Navy-Marine case, it cites to an Army case in which the Army has also adopted the "silent witness" theory.)   In the usual situation, a photograph is authenticated by the person who took the photo; however, with modern surveillance techniques, a camera may operate on its own and no one is present (other than the person who is portrayed on the videotape) when the videotape is made.  Under the "silent witness" theory, the proponent need only introduce evidence which establishes the reliability of the process or system which produces the photograph.  This is done by: (1) showing what the process or system was;  and (2) showing the integrity of the resulting photograph/videotape (that is, showing no tampering with the photograph/videotape).


Counsel are also reminded that merely because an item of evidence is authenticated (e.g., with an attesting certificate) does not mean that the item is not hearsay.  Not only must the proponent establish authentication (that the item is what it purports to be), but must also typically lay the foundation for the item being an exception to the hearsay rule.  A case that explains the relationship between authentication and hearsay, and one which I commend for your reading is:  United States v. Duncan, 30 MJ 1284 (NMCMR 1990).  Note that the case talks about computer-generated data vs. computer-stored data for ATM transactions.  In the normal case, the ATM transaction is computer-generated and can be authenticated under the "silent witness" theory.  Also, note that computer-generated data is not hearsay since hearsay normally has to be an out of court statement made by a human --- a computer is not human.

One other note about Duncan:  it discusses on page 1289 who is the owner of bank funds stolen from the unauthorized use of an ATM card -- the cardholder is not the owner of the money taken, but the owner is usually the bank from which the funds are taken.  (However, as the case points out:  "variances in ownership in larceny cases are not fatal and may be disregarded.")  But, to be accurate in charging, the government should usually charge the bank as the victim, not the cardholder.

