HUNTZINGER – ARMY 20060976


UNITED STATES ARMY COURT OF CRIMINAL APPEALS

Before

ZOLPER*, COOK, and BAIME

Appellate Military Judges

UNITED STATES, Appellee

v.

Specialist ROBERT C. HUNTZINGER
United States Army, Appellant

ARMY 20060976
Headquarters, 4th Infantry Division (Mechanized) 

R. Peter Masterton, Military Judge

Lieutenant Colonel Michael D. Isacco, Jr., Staff Judge Advocate

For Appellant:  Lieutenant Colonel Matthew M. Miller, JA (argued); Colonel Christopher J. O’Brien, JA; Major Sean F. Mangan, JA; Captain Candace N. White-Halverson, JA (on brief); Major Grace M. Gallagher, JA (additional pleadings).
For Appellee:  Captain James M. Hudson, JA (argued); Colonel Denise L. Lind, JA; Lieutenant Colonel Mark H. Sydenham, JA; Major Christopher B. Burgess, JA; Captain James M. Hudson, JA (on brief).
18 March  2009
------------------------------------

MEMORANDUM OPINION
-------------------------------------
This opinion is issued as an unpublished opinion and, as such, does not serve as precedent.
BAIME, Judge:

A military judge sitting as a general court-martial convicted appellant, contrary to his pleas, of two specifications of violating a lawful general order and one specification of possession of child pornography in violation of Articles 92 and 134, Uniform Code of Military Justice [hereinafter UCMJ]; 10 U.S.C. §§ 892 and 934 (2005).  The convening authority approved the adjudged sentence of a bad-conduct discharge, confinement for 10 months, forfeiture of all pay and allowances, and reduction to the grade of Private E1.
* Senior Judge ZOLPER took final action in this case prior to his retirement.

On appeal, appellant raises two assignments of error, one of which merits discussion, but no relief.
  Specifically, we address appellant’s allegation that “[t]he military judge erred when he denied the defense motion to suppress evidence obtained in violation of appellant’s Fourth Amendment rights and Military Rules of Evidence 315 and 316.”   After considering both parties’ briefs and superb oral arguments, we find the military judge did not abuse his discretion by concluding that the commander had probable cause to order the initial search and seizure of appellant’s computer and hard drive.  Thus, we affirm the findings and approved sentence.  
LAW


We review “[a] military judge’s determination of whether probable cause existed to support a search authorization…for an abuse of discretion.”  United States v. Bethea, 61 M.J. 184, 187 (C.A.A.F. 2005).  “[W]e review the legal question of sufficiency for finding probable cause de novo using a totality of the circumstances test.”  United States v. Leedy, 65 M.J. 208, 212-13 (C.A.A.F. 2007) (citing United States v. Reister, 44 M.J. 409, 413 (C.A.A.F. 1996) (holding that “[c]onclusions of law are reviewed de novo. . .”)).  “[T]his determination is based in large part on the facts found by the military judge, the review of which we conduct under a ‘clearly erroneous’ standard.  Findings of fact will not be overturned unless they are clearly erroneous or unsupported by the record.”  Leedy, 65 M.J. at 213 (internal citations omitted).  We will “consider the evidence ‘in the light most favorable to the’ prevailing party.”  Id. (citing Reister, 44 M.J. at 413; United States v. Flores, 64 M.J. 451, 454 (2007)).  

DISCUSSION


After hearing both parties’ evidence and argument and considering their written motions, the military judge made extensive findings of fact.  We find nothing clearly erroneous in his findings of fact and adopt them.  A copy of his findings of fact and conclusions of law are attached as an appendix to this opinion.  We next consider whether, under the totality of circumstances, his legal conclusions regarding the existence of probable cause are correct and conclude the military judge 
did not abuse his discretion.
  Applying the principles of law outlined in Military Rule of Evidence 315(f), we agree with the military judge’s determination that probable cause for the search authorization is supported by sufficient evidence.  First, both Sergeant First Class (SFC) P and Specialist (SPC) P made oral statements indicating they saw alleged child pornography on their computers.  Second, SPC P made a written statement indicating that alleged child pornography was on his computer and that he believed he received it from one of three soldiers with whom he exchanged files.  Third, SPC P wrote in his statement that he thought “maybe [SPC] Huntzinger” downloaded the pornography to his computer.  Fourth, SFC P told the commander he exchanged files with SPC P, which would explain how the alleged child pornography was ultimately brought to the command’s attention.  Fifth, Captain (CPT) M, the company commander, viewed the alleged child pornography on SPC P’s computer.
  Sixth, CPT M was “relatively confident” the alleged child pornography was on appellant’s and/or two other soldiers’ computers.
   The military judge correctly determined that CPT M had probable cause to seize and search appellant’s computer and hard drive.  Additionally, although we find probable cause existed to search and seize appellant’s computer hard drive, we also find that the military judge was correct when he determined even if probable cause did not exist, the evidence would have been inevitably discovered.  See United States v. Wallace, 66 M.J. 5, 10 (C.A.A.F. 2008).  On 19 January 2006, appellant’s name had been provided to the chain of command and identified as a suspected source for the child pornography.  That same day, appellant’s chain of command initiated an investigation and contacted U.S. Army Criminal Investigation Division, who interviewed appellant on the evening of 20 January 2006.  Consequently, within approximately 48 hours of the command initiated investigation, appellant’s computer would have been seized and inspected.
CONCLUSION

We have determined that the findings and sentence are correct in law and fact and, on the basis of the entire record, should be approved.  Accordingly, the findings of guilty and the sentence are affirmed.  

Senior Judge ZOLPER and Judge COOK concur.
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Clerk of Court

� The other assignment of error is whether “[t]he military judge abused his discretion when he denied the defense motion for assistance from an independent expert computer forensic analyst.”  After considering both parties’ briefs and arguments, we find the military judge did not abuse his discretion by denying appellant’s motion.  








� We need not determine whether the commander asking appellant for the password 


 to his locked computer violated appellant’s rights.  First, the commander asked for appellant’s password after probable cause to seize the computer existed and appellant’s computer and hard drive were actually seized.  Second, the government already properly had the computer in its possession and would have inevitably discovered any evidence on it.  Third, the evidence that the commander found—an email describing a sexual act with a minor female—was not admitted into evidence.  We also need not determine whether the military judge’s conclusion that the commander properly asked appellant for his password is error.  Assuming arguendo that the military judge’s conclusion was incorrect, it has no bearing on both his and our determination as to whether probable cause to seize, and ultimately search, the computer existed already.





� We do not find appellant’s argument that the commander was not neutral and detached to be persuasive.  See United States v. Freeman, 42 M.J. 239, 242 (C.A.A.F. 1995); United States v. Ezell, 6 M.J. 307, 325 (C.M.A. 1979).





� In appellant’s case, the company commander determined that the alleged child pornography was more than likely to exist on one of the three soldiers’ computers he ordered to be seized.  Although appellant was only one of three possible sources of the contraband, and thus there may have been only a thirty-three percent chance that the contraband would be on appellant’s computer, probable cause still existed.  See Bethea, 61 M.J. at 187 (citing United States v. Olson, No. 03-CR-51-S, 2003 U.S. Dist. LEXIS 24607, at *16 (W.D.Wis. July 11, 2003) (stating that “probable cause does not require a showing that an event is more than 50% likely”)).  
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